
Privacy Policy 

This is a World Wide Web site for official information about the United States Navy. It is 

provided as a public service by the U.S. Navy's Naval Sea Systems Command, Washington, 

D.C.. The purpose of this Web site is to provide information about the United States Navy to 

the general public. All information on this site is considered public information and may be 

distributed or copied unless otherwise specified. Use of appropriate byline/photo/image 

credits is requested. Unauthorized attempts to upload information or change information on 

this web site are strictly prohibited and may be punishable under the Computer Fraud and 

Abuse Act of 1986 and the National Information Infrastructure Protection Act. For site 

security purposes and to ensure that this service remains available to all users, this 

government computer system employs software programs to monitor network traffic to 

identify unauthorized attempts to upload or change information, or otherwise cause 

damage. Except for authorized law enforcement investigation and to maintain required 

correspondence files, no other attempts are made to identify individual users or their usage 

habits. Raw data logs are used to simply determine how many users are accessing the site, 

which pages are the most popular, and, from time to time, from which top level domain 

users are coming. This data is scheduled for regular destruction in accordance with National 

Archives and Records Administration guidelines. 
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6. If you choose to provide us with personal information - like filling out a Contact 

Us form with e-mail and/or postal addresses - we only use that information to 

respond to your message or request. We will only share the information you give 

us with another government agency if your inquiry relates to that agency, or as 

otherwise required by law. We never create individual profiles or give it to any 

private organizations. We never collect information for commercial marketing. 

While you must provide an e-mail address or postal address for a response other 

than those generated automatically in response to questions or comments that 

you may submit, we recommend that you NOT include any other personal 

information, especially Social Security numbers. The Social Security 

Administration offers additional guidance on sharing your Social Security number. 

 


